The AMB-600 is a specialized Dual PIR motion sensor which emphasizes immunity from false alarms caused by pets. The AMB-600 is equipped with a specially designed lens* which enables the detector to discriminate between humans and small to mid-sized pets.

Multi-Level Signal Processing**, temperature compensation and large multi-beam lens design means the human target will not slip by unnoticed even on a hot summer day. Immunity against false alarms from RF, static, electrical transients and white light are all features designed and integrated by DSC.

The AMB-600 uses a 2-wire connection for power and to communicate with the control panel. This simplifies wiring and reduces installation cost. The AMB-600’s low current draw also maximizes the number of devices that can be attached to an addressable loop.

* Patented
** Protected by one or more of the following patents: Canada 2099971 US 5444432
NOTES: RF Immunity not verified by UL. Pet Immunity has not been verified by UL.

** Specifications
- Current Rating: 3.5 mA standby; 6.5 mA with Test LED on
- Operating Environment: 32°F to 120°F / 0°C to 49°C; 5% to 93% RH non-condensing
- RF immunity: 10 V/m +80% A.M. over range, 80 MHz to 1.0 GHz***
- Static immunity: 15 kV
- Transient immunity: 2.4 kV @ 1.2 joules
- Walk detection speed: 0.5'/s to 10'/s (0.15 m/s to 3 m/s)
- Coverage angle: 100° maximum
- Vertical adjustment: +5° to -10°
- Mounting heights: 6' to 10' / 2m to 3 m (nominal 7.5' / 2.3m)
- Dimensions: 4.9" H × 2.76" W × 1.75" D (124.5 mm × 70 mm × 44.5 mm)
- Tamper Switch Contact Rating: 0.1A @ 30 Vdc

*** RF immunity not verified by UL.

** Control Panel Compatibility
- PC4010/4020 v3.x
- PC5010/5015/5020 v2.x with PC5100 interface module
- PC5020 v3.0 and higher

** Beam Patterns for AMB-600 Lens

Overlapping beams not shown for clarity.
Locating the Detector
Select a detector location that will provide the coverage required keeping in mind the following potential problems.
- Do not aim the detector at reflective surfaces such as mirrors or windows as this may distort the coverage pattern or reflect sunlight directly onto the detector.
- Avoid locations that are subject to direct high air flow such as near an air duct outlet.
- Do not locate the detector near sources of moisture (steam or oil).
- Do not aim the detector such that it will receive direct or reflected (mirror) sunlight.
- Do not limit the coverage by large obstructions within the detection area such as plants or filing cabinets.
- Do not aim the detector at a stairway which a pet has access to. Do not place furniture or objects higher than 3 ft/0.9 m, which a pet can climb onto (e.g. a cat on a couch), closer than 6 ft/1.8 m to the detector.

Device Wiring
To connect the AMB-600, consult the wiring diagram below:

Mounting
To open the case, use a small flat blade screwdriver and gently push in the tab at the bottom of the case and pull the cover straight out at the bottom. Loosen the printed circuit board screw, and push the board up as far as it will go. Using a small screwdriver, remove the appropriate knockouts for the mounting screws. Remove the desired wiring entrance knockouts located at the top or bottom of the backplate. Mount the backplate.
Locate mounting screws diagonally opposite each other to prevent the case from warping.

Device Enrollment
The serial number located on the back of the device must be enrolled into the alarm control panel via Installer's Programming ([*] [8] [Installer's Code]). This procedure is outlined for the PC4010/4020 v3.x in the control panel Installation Manual and for Power panels in the PC5100 Installation Manual.
WARNING: Connect only DSC Addressable Series devices to the addressable loop connections. Connection of ANY other type of device will impair operation. Any devices other than Addressable Series devices which require power to operate must be powered separately.

Vertical Adjustment
NOTE: Range and dead zones may vary due to settings.
Using the figures listed below, set the vertical adjustment to get the desired coverage. Ensure that the PCB retaining screw is tightened just enough to prevent board movement.

<table>
<thead>
<tr>
<th>Height from Floor</th>
<th>Vertical Adjustment</th>
</tr>
</thead>
<tbody>
<tr>
<td>6.0' / 1.8 m</td>
<td>+ 0.75</td>
</tr>
<tr>
<td>7.5' / 2.3 m</td>
<td>0.00</td>
</tr>
<tr>
<td>8.5' / 2.6 m</td>
<td>- 0.50</td>
</tr>
<tr>
<td>9.0' / 2.7 m</td>
<td>- 0.75</td>
</tr>
<tr>
<td>10.5' / 3.2 m</td>
<td>- 1.25</td>
</tr>
</tbody>
</table>

Moving the circuit board down will increase the far range and bring the near beams closer to the mounting wall. Moving the circuit board UP will reduce the far range and move the near beams farther out from the mounting wall. Moving the circuit board UP too much will cause the far beams to
“look” above the target; as a result, the range may appear shorter. Jumper J1 selects between harsh and normal environments. For a typical environment or one containing a small pet (height less than 1.2 ft/0.36 m), set the unit as normal (J1 ON). For a large pet and multiple pets, the jumper J1 should be removed.

**Walk Testing**

Once the detector has been set up, walk test the entire area where coverage is desired. Should the coverage be incomplete, readjust or relocate the detector to obtain full coverage.

**IMPORTANT NOTE:** Upon installation, the unit should be thoroughly tested to verify proper operation. The end user should be instructed on how to perform walk tests, and should walk test the detector weekly.

**DM-C and DM-W: Detector Mounting Brackets**

Use the optional DM-W Wall Mount and DM-C Ceiling Mount brackets to solve difficult placement problems. The DM-W and DM-C mount to either the wall or ceiling and allow for full vertical and horizontal positioning of the motion detector - the detector can be tilted up or down and rotated through 90° to obtain the best position for optimal coverage.

**FCC COMPLIANCE STATEMENT**

**CAUTION** Changes or modifications not expressly approved by Digital Security Controls could void your authority to use this equipment.

This equipment generates and uses radio frequency energy and if not installed and used properly, in strict accordance with the manufacturer’s instructions, may cause interference to radio and television reception. It has been type tested and found to comply with the limits for Class B device in accordance with the specifications in Subpart “B” of Part 15 of FCC Rules, which are designed to provide reasonable protection against such interference in any residential installation. However, there is no guarantee that interference will not occur in a particular installation. If this equipment does cause interference to television or radio reception, which can be determined by turning the equipment off and on, the user is encouraged to try to correct the interference by one or more of the following measures:

- Re-orient the receiving antenna
- Relocate the alarm control with respect to the receiver
- Move the alarm control away from the receiver
- Connect the alarm control into a different outlet so that alarm control and receiver are on different circuits.

If necessary, the user should consult the dealer or an experienced radio/television technician for additional suggestions. The user may find the following booklet prepared by the FCC helpful: “How to Identify and Resolve Radio/Television Interference Problems”. This booklet is available from the U.S. Government Printing Office, Washington, D.C. 20402, Stock # 004-000-00345-4.

**LIMITED WARRANTY**

Digital Security Controls warrants that for a period of twelve months from the date of purchase, the product shall be free of defects in materials and workmanship under normal use and that in fulfillment of any breach of such warranty, Digital Security Controls shall, at its option, repair or replace the defective equipment upon return of the equipment to its repair depot. This warranty applies only to defects in parts and workmanship and not to damage incurred in shipping or handling, or damage due to causes beyond the control of Digital Security Controls such as lightning, excessive voltage, mechanical shock, water damage, or damage arising out of abuse, alteration or improper application of the equipment. The foregoing warranty shall apply only to the original buyer, and is and shall be in lieu of any and all other warranties, whether expressed or implied and of all other obligations or liabilities on the part of Digital Security Controls. Digital Security Controls neither assumes, nor authorizes any other person purporting to act on its behalf to modify or to change this warranty, nor to assume for it any other warranty or liability concerning this product.

In no event shall Digital Security Controls be liable for any direct, indirect or consequential damages, loss of anticipated profits, loss of time or any other losses incurred by the buyer in connection with the purchase, installation or operation or failure of this product.

Motion detectors can only detect motion within the designated areas as shown in their respective installation instructions. They cannot discriminate between intruders and intended occupants. Motion detectors do not provide volumetric area protection. They have multiple beams of detection and motion can only be detected in unobstructed areas covered by these beams. They cannot detect motion which occurs behind walls, ceilings, floor, closed doors, glass partitions, glass doors or windows. Any type of tampering whether intentional or unintentional such as masking, painting, or spraying of any material on the lenses, mirrors, windows or any other part of the detection system will impair its proper operation. Passive infrared motion detectors operate by sensing changes in temperature. However their effectiveness can be reduced when the ambient temperature rises near or above body temperature or if there are intentional or unintentional sources of heat in or near the detection area. Some of these heat sources could be heaters, radiators, stoves, barbeques, fireplaces, sunlight, steam vents, lighting and so on.

**Warning:** Digital Security Controls recommends that the entire system be completely tested on a regular basis. However, despite frequent testing, and due to, but not limited to, criminal tampering or electrical disruption, it is possible for this product to fail to perform as expected.

**Important Information:** Changes or modifications not expressly approved by Digital Security Controls could void the user’s authority to operate this equipment.
1. GRANT OF LICENSE

(a) Software Installation and Use - For each license You acquire, You may have only one copy of the SOFTWARE PRODUCT installed on a computer at a single physical location (e.g., a single desktop computer, or a single server). You may not make copies of the SOFTWARE PRODUCT, including the printed materials accompanying the SOFTWARE, for archival purposes, or so that the SOFTWARE PRODUCT can be run, shared or used concurrently on or from different computers, including a workstation, terminal or other electronic device ("Device"). In other words, if You have several workstations, You will have to acquire a license for each workstation where the SOFTWARE will be used.

(b) Separation of Components - The SOFTWARE PRODUCT is licensed as a single product. Its component parts may not be separated for use on more than one HARDWARE unit.

(c) Single INTEGRATED PRODUCT - If You acquired this SOFTWARE with HARDWARE, then the SOFTWARE PRODUCT is licensed with the HARDWARE as a single integrated product. In this case, the SOFTWARE PRODUCT may only be used with the HARDWARE as set forth in this EULA.

(d) Rental - You may not rent, lease or lend the SOFTWARE PRODUCT. You may not make it available to others or post it on a server or web site.

(e) Software Product Transfer - You may transfer all of Your rights under this EULA only as part of a permanent sale or transfer of the HARDWARE, provided You retain no copies, You transfer all of the SOFTWARE PRODUCT (including all component parts, the media and printed materials, any upgrades and this EULA), and provided the recipient agrees to the terms of this EULA. If the SOFTWARE PRODUCT is an upgrade, any transfer must also include all prior versions of the SOFTWARE PRODUCT.

(f) Termination - Without prejudice to any other rights, DSC may terminate this EULA if You fail to comply with the terms and conditions of this EULA. In such event, You must destroy all copies of the SOFTWARE PRODUCT and all of its component parts.

2. DESCRIPTION OF OTHER RIGHTS AND LIMITATIONS

(a) Limitations on Reverse Engineering, Decompilation and Disassembly - You may not reverse engineer, decompile, or disassemble the SOFTWARE PRODUCT, except and only to the extent that such activity is expressly permitted by applicable law notwithstanding this limitation. You may not make any changes or modifications to the SOFTWARE, without the written permission of an officer of DSC. You may not remove any proprietary notices, marks or labels from the Software Product. You shall institute reasonable measures to ensure compliance with the terms and conditions of this EULA.

(b) Separation of Components - The SOFTWARE PRODUCT is licensed as a single product. Its component parts may not be separated for use on more than one HARDWARE unit.

(c) Single INTEGRATED PRODUCT - If You acquired this SOFTWARE with HARDWARE, then the SOFTWARE PRODUCT is licensed with the HARDWARE as a single integrated product. In this case, the SOFTWARE PRODUCT may only be used with the HARDWARE as set forth in this EULA.

(d) Rental - You may not rent, lease or lend the SOFTWARE PRODUCT. You may not make it available to others or post it on a server or web site.

(e) Software Product Transfer - You may transfer all of Your rights under this EULA only as part of a permanent sale or transfer of the HARDWARE, provided You retain no copies, You transfer all of the SOFTWARE PRODUCT (including all component parts, the media and printed materials, any upgrades and this EULA), and provided the recipient agrees to the terms of this EULA. If the SOFTWARE PRODUCT is an upgrade, any transfer must also include all prior versions of the SOFTWARE PRODUCT.

(f) Termination - Without prejudice to any other rights, DSC may terminate this EULA if You fail to comply with the terms and conditions of this EULA. In such event, You must destroy all copies of the SOFTWARE PRODUCT and all of its component parts.

3. COPYRIGHT - ALL TITLE AND INTELLECTUAL PROPERTY RIGHTS IN AND TO THE SOFTWARE PRODUCT (INCLUDING BUT NOT LIMITED TO ANY IMAGES, PHOTOGRAPHS, AND TEXT INCORPORATED INTO THE SOFTWARE PRODUCT), THE ACCOMPANYING PRINTED MATERIALS, AND ANY COPIES OF THE SOFTWARE PRODUCT, ARE OWNED BY DSC OR ITS SUPPLIERS. YOU MAY NOT COPY THE PRINTED MATERIALS ACCOMPANYING THE SOFTWARE PRODUCT. ALL TITLE AND INTELLECTUAL PROPERTY RIGHTS IN AND TO THE CONTENT WHICH MAY BE ACCESSED THROUGH USE OF THE SOFTWARE PRODUCT ARE THE PROPERTY OF THE RESPECTIVE CONTENT OWNER AND MAY BE PROTECTED BY APPLICABLE COPYRIGHT OR OTHER INTELLECTUAL PROPERTY LAWS AND TREATIES. THIS EULA GRANTS YOU NO RIGHTS TO USE SUCH CONTENT. ALL RIGHTS NOT EXPRESSLY GRANTED UNDER THIS EULA ARE RESERVED BY DSC AND ITS SUPPLIERS.

4. EXPORT RESTRICTIONS - YOU AGREE THAT YOU WILL NOT EXPORT OR REEXPORT THE SOFTWARE PRODUCT TO ANY COUNTRY, PERSON, OR ENTITY SUBJECT TO CANADIAN EXPORT RESTRICTIONS.

5. CHOICE OF LAW - This Software License Agreement is governed by the laws of the Province of Ontario, Canada.

6. ARBITRATION - ALL DISPUTES ARISING IN CONNECTION WITH THIS AGREEMENT SHALL BE DETERMINED BY FINAL AND BINDING ARBITRATION IN ACCORDANCE WITH THE ARBITRATION ACT, AND THE PARTIES AGREE TO BE BOUND BY THE ARBITRATOR'S DECISION. THE PLACE OF ARBITRATION SHALL BE TORONTO, CANADA, AND THE LANGUAGE OF THE ARBITRATION SHALL BE ENGLISH.

7. LIMITED WARRANTY

(a) NO WARRANTY - DSC PROVIDES THE SOFTWARE 'AS IS' WITHOUT WARRANTY. DSC DOES NOT WARRANT THAT THE SOFTWARE WILL MEET YOUR REQUIREMENTS OR THAT OPERATION OF THE SOFTWARE WILL BE UNINTERRUPTED OR ERROR-FREE.

(b) CHANGES IN OPERATING ENVIRONMENT - DSC shall not be responsible for problems caused by changes in the operating characteristics of the HARDWARE, or for problems in the interaction of the SOFTWARE PRODUCT with non-DSC SOFTWARE or HARDWARE PRODUCTS.

(c) LIMITATION OF LIABILITY; WARRANTY REFLECTS ALLOCATION OF RISK - IN ANY EVENT, IF ANY STATUTE IMPLIES WARRANTIES OR CONDITIONS NOT STATED IN THIS LICENSE AGREEMENT, DSC’S ENTIRE LIABILITY UNDER ANY PROVISION OF THIS LICENSE AGREEMENT SHALL BE LIMITED TO THE GREATER OF THE AMOUNT ACTUALLY PAID BY YOU TO LICENSE THE SOFTWARE PRODUCT AND FIVE CANADIAN DOLLARS (CAD$5.00), BECAUSE SOME JURISDICTIONS DO NOT ALLOW THE EXCLUSION OR LIMITATION OF LIABILITY FOR CONSEQUENTIAL OR INCIDENTAL DAMAGES, THE ABOVE LIMITATION MAY NOT APPLY TO YOU.

(d) DISCLAIMER OF WARRANTIES - THIS WARRANTY CONTAINS THE ENTIRE WARRANTY AND SHALL BE IN LIEU OF ANY AND ALL OTHER WARRANTIES, WHETHER EXPRESSED OR IMPLIED (INCLUDING ALL IMPLIED WARRANTIES OF MERCHANTABILITY OR FITNESS FOR A PARTICULAR PURPOSE) AND OF ALL OTHER OBLIGATIONS OR LIABILITIES ON THE PART OF DSC. DSC MAKES NO OTHER WARRANTIES. DSC NEITHER Assumes nor AUTHORIZES ANY OTHER PERSON PURPORTING TO ACT ON ITS BEHALF TO MODIFY OR TO CHANGE THIS WARRANTY, NOR TO ASSUME FOR IT ANY OTHER WARRANTY OR LIABILITY CONCERNING THIS SOFTWARE PRODUCT.

(e) EXCLUSIVE REMEDY AND LIMITATION OF LIABILITY - UNDER NO CIRCUMSTANCES SHALL DSC BE LIABLE FOR ANY SPECIAL, INCIDENTAL, CONSEQUENTIAL OR INDIRECT DAMAGES BASED UPON BREACH OF WARRANTY, BREACH OF CONTRACT, NEGLIGENCE, STRICT LIABILITY, OR ANY OTHER LEGAL THEORY SUCH DAMAGES INCLUDE, BUT ARE NOT LIMITED TO, LOSS OF PROFITS, LOSS OF THE SOFTWARE PRODUCT OR ANY ASSOCIATED EQUIPMENT, COST OF CAPITAL, COST OF SUBSTITUTE REPLACEMENT EQUIPMENT, FACILITIES OR SERVICES, DOWN TIME, PURCHASERS TIME, THE CLAIMS OF THIRD PARTIES, INCLUDING CUSTOMERS, AND INJURY TO PROPERTY.

WARNING: DSC recommends that the entire system be completely tested on a regular basis. However, despite frequent testing, and due to, but not limited to, criminal tampering or electrical disruption, it is possible for this SOFTWARE PRODUCT to fail to perform as expected.